**Конспект к презентации**

**по профилактике кибербуллинга среди детей**

|  |  |
| --- | --- |
| **№ слайда** | **Описание слайда** |
| **Слайд 1** | Интернет можно использовать как место, где можно оказать большее положительное влияние на мир.  В Интернете есть масса позитивных инициатив.  Сеть следует использовать для вдохновения других, а не для распространения ненависти или причинения вреда другим.  **Здравствуйте! Сегодня мы свами поговорим о Кибербуллинге.**  Если говорить глобально, то кибербуллинг и все его проявления — это опасно. Часто травля в интернете приводит к смертельным случаям.  Первые эпизоды кибербуллинга появились в 20 веке. Интернет тогда начинал завоевывать всемирное пространство. Одной из известных жертв агрессоров стала Моника Левински, ее имя долго обсуждалось во всех мировых изданиях. После скандала с президентом США, Моника подверглась настоящей травле. Ее почту взломали, телефон разрывался от хулиганских звонков, она была завалена посланиями с угрозами. С тех пор травля человека в интернете приобрела громадные масштабы. Жертвами кибербуллинга в наши дни становятся подростки – они считаются самыми активными пользователями интернета. |
| **Слайд 2** | **Что такое кибербуллинг?**  Травля в интернете может быть абсолютно разной. Если «буллинг» — это проявление физического или психологического насилия по отношению к другим вообще, то «кибербуллинг» — это то же насилие, только в цифровом пространстве.  Кибербуллинг — это агрессия.  Не стоит обесценивать эмоции человека, который перенес насилие в интернете. Подверженные травле люди страдают не понарошку, причем это может быть не только психологическая, но и физическая боль.  Отключение интернета и другие санкции не помогут. Лучше всего проявить сочувствие и выразить поддержку.  Согласно исследованию, 58% российских интернет-пользователей сталкивались с онлайн-агрессией. Каждый четвертый был мишенью такого поведения, и только 4% опрошенных признаются, что были инициаторами травли.  ***Характерные черты кибербуллинга:***   * круглосуточное давление на жертву; * быстрота распространения порочащей информации; * полная анонимность злоумышленника.   Вестись кибербуллинг может в социальных сетях, мессенджерах или с помощью иных цифровых средств. Чаще всего он выражается в виде отправки сообщений с оскорблениями, унижениями и угрозами напрямую жертве. Также злоумышленники могут распространять ложную или порочащую информацию, чтобы оказать максимальное воздействие на психику. В некоторых случаях они создают страницу в соцсетях, чтобы выдавать себя за другого человека и отправлять от его лица непристойные сообщения.  С кибербуллингом сталкиваются во всех странах, где есть свободный доступ к интернету. Для того, чтобы привлечь внимание к проблеме онлайн-травли некоторые страны и организации даже учредили специальные даты. К примеру, в России 11 ноября объявили Днем борьбы с кибербуллингом. А ЮНЕСКО провозгласило 5 ноября Международным днем против насилия и травли в школе и кибербуллинга. Главная цель этих дней — совместный поиск способов решения проблемы. |
| **Слайд 3** | **Виды кибербуллинга:**  Существует несколько форм кибербуллинга, которые могут применяться в отношении жертвы. Все они оказывают равносильное воздействие на человека и могут приводить к трагическим последствиям.  **Буллинг.** Под буллингом понимают систематическое насилие одного человека или группы людей над жертвой. В сети он может выражаться в виде отправки сообщений с оскорбительными прозвищами и угрозами, взлома личных страниц в соцсетях и распространения лживых слухов. Чаще всего практикуется такой кибербуллинг в школах.  **Троллинг.** При таком кибербуллинге целью становится банальная провокация. Жертву пытаются намеренно вывести из себя, отправляя разные сообщения с неприятным содержанием. Как правило, задиры делают это исключительно для получения собственного удовольствия.  **Моббинг.** Главной особенностью кибербуллинга такой формы становится его массовость – над жертвой систематически издеваются сразу несколько человек. Они могут отправлять сообщения с насмешками, указывать на недостатки внешности или просто вести себя враждебно. Такие действия обычно направлены на то, чтобы заставить человека уйти из коллектива.  **Флейм.** Главную роль в таком кибербуллинге играют сообщения в формате словесной войны. Жертву оскорбляют и провоцируют, чтобы развивать конфликт еще сильнее даже в том случае, если он уже исчерпан.  **Запомните!!! *Никто не может заставить вас чувствовать себя неполноценным без вашего согласия.*** |
| **Слайд 4** | **Какую опасность несёт кибербуллинг?**  **Проблемы со здоровьем.** Если человека регулярно запугивают и оскорбляют, у него может возникнуть бессонница, боль в голове и различные инфекционные и психосоматические болезни, к которым приводит снижение иммунитета из-за постоянного стресса.  **Давление на психику.** Жертвы кибербуллинга нередко превращаются в замкнутых людей с заниженной самооценкой, потерявших уверенность в себе. Человека, страдающего от травли, постоянно одолевают негативные эмоции, и он может впасть в депрессию, если будет чересчур остро реагировать на негатив.  **Самое пугающее последствие кибербуллинга – самоубийство.**  Некоторые люди полностью вживаются в роль жертвы, ощущая полную безысходность своего положения. Отсутствие поддержки и одиночество могут спровоцировать суицидальные мысли. У детей в подростковом возрасте психика особенно неустойчива, и агрессия со стороны способна привести к непоправимому. Для родителей очень важно установить доверительные отношения со своим ребёнком и научить его рассказывать о своих чувствах и проблемах.  У взрослых людей в результате кибербуллинга может испортиться репутация, что приведёт к сложностям в построении карьеры или разрыву отношений с любимым человеком.  **Запомни!!! *Сначала они игнорируют вас, затем смеются над вами, затем сражаются с вами, а затем вы побеждаете*** |
| **Слайд 5** | ***Что делать, если вы стали жертвой интернет-травли?***  Издевательства в Интернете стали активно развиваться с появлением социальных сетей и мессенджеров. И количество тех, кого они коснулась косвенно или напрямую, немало: жертвами кибербуллинга являются не только дети и подростки в школе, но и их педагоги. Какие меры предпринять в такой ситуации:   * **Не реагируйте**. Не отвечайте на оскорбления, даже если вы увидели о себе неприятный комментарий или сообщение. Будьте выше этого и помните, что продолжение спора не даст вам ничего хорошего, кроме эмоциональной усталости. * **Не испытывайте вину или стыд**. Кибербуллинг не является последствием неосторожных слов или действий. Целью агрессора может быть кто угодно, поэтому не стоит перечитывать оскорбления по несколько раз. Не стесняйтесь проживать эмоции, которые вас переполняют, заботьтесь о своем самочувствии. * **Сократите возможности общения.** Самый простой способ профилактики кибербуллинга – закрытие провокатору доступа к связи с вами. Заблокируйте его в соцсетях, запретите получение сообщений с его электронной почты (или почт, если их несколько), добавьте номер в черный список. * **Поделитесь своей проблемой**. Расскажите про кибербуллинг своим близким и родным – не стоит держать все в себе и бороться с проблемой в одиночку. Также вы можете обратиться за помощью в службу психологической поддержки. * **Не бойтесь требовать справедливости**. Многим известно про существование проблемы интернет-травли. Решить ее можно с помощью обращения в полицию (при угрозах и клевете), отправке сообщения провайдеру. Социальные сети, такие как «Вконтакте» и «Одноклассники», тоже проводят мероприятия по решению данной проблемы: банят пользователей и паблики, получивших жалобы, регулируют поток фотографий, постов и комментариев. * **Поставьте агрессора на место**. Если вы уверены, что у вас хватает смелости противостоять агрессору, не вступая с ним в спор, то можете начать переговоры. Главное правило – вежливость. Предупредите его о том, что вы готовы заявить в суд о клевете, угрозах, шантаже и др. Такой ход производит отрезвляющий эффект на многих обидчиков.   Еще один вариант – это слова поддержки и сочувствия. Иная реакция на провокационные действия сбивает агрессора с толку или снижает его интерес к вам.   * **Боритесь со стрессом**. Повышение устойчивости к стрессовым ситуациям поможет вам легче переносить конфликтные ситуации как в Сети, так и в реальной жизни. Используйте те методы, которые успокоят именно вас, например, творчество, дыхательная гимнастика, медитация и т.п. * **Сядьте на цифровую диету**. Справиться с травлей можно с помощью временного отключения интернет-ресурсов. Попробуйте устроить себе перерыв, освободить время на приятные вещи, которые хочется сделать в офлайн-сфере. Так, кибербуллинг и провокаторы обойдут вас стороной, переключившись на другую цель, а вы восстановите свое эмоциональное состояние. * **Пересмотрите своё поведение в сети**. Если вы не готовы расстаться с интернетом и социальными сетями, то можете использовать альтернативный вариант. Попробуйте сократить количество времени, проводимое в Сети, выставлять меньше фотографий и постов. Ограничьте доступ к своей странице, почистите фотоальбомы и всегда проверяйте, кто кинул вам запрос в друзья. Не стоит указывать свой адрес на странице, включать геолокацию. Отсутствие информации о вас поможет снизить количество провокаторов. * **Следуйте правилам цифровой грамотности**. Не нажимайте на сомнительные ссылки, скачивайте только проверенные приложения и файлы, не ведите разговор с незнакомцами. Проверьте, чтобы везде стояли индивидуальные сложные пароли: на каждый аккаунт свой уникальный набор символов разного регистра. Не забывайте время от времени менять их.   ***Запомните!!!***  ***Когда люди видят, что вы счастливы, делая то, что вам нравится, они теряют интерес к вам.*** |
| **Слайд 6**  **(для учителей и родителей)** | **Как понять, что ребёнок подвергся кибербуллингу?**  В силу возраста, отношений в семье и других факторов, дети могут умалчивать проблему. В таком случае вам стоит проявить наблюдательность и показать, что вы хотите помочь.  ***Если сложилась непростая ситуация, вы наверняка это заметите. Может, ваш ребенок выключает компьютер, когда замечает вас, прячет телефон или выглядит подавленным, когда использует гаджеты? Возможно, он перестал общаться с друзьями или не хочет идти в школу?***  Страх – наиболее важный критерий для беспокойства. Если ребенок кажется напуганным, стоит задаться вопросом, не является ли кибербуллинг причиной происходящего. Признак относится и к другим проблемам, однако если человек стал жертвой интернет-травли, это довольно легко определить.   * **Ребенок удалил все аккаунты в соцсетях, чтобы избежать нападок в Сети**. Если вы знакомы с кем-то, кто удалил свою страницу без причины, просто поговорите с ним, возможно, он столкнулся с интернет-преследованием. * **Вы обнаружили в открытом доступе провокационные неприятные изображения с участием вашего ребенка**. Кибербуллинг – это зачастую публичное унижение, поэтому вы можете найти оскорбительные фото, комментарии или сообщения, адресованные ему. |
| **Слайд 7**  **(для учителей и родителей)** | **Что делать, если ребенок стал жертвой кибербуллинга?**  В первую очередь детям стоит объяснить, что такое кибербуллинг, и рассказать о некоторых правилах поведения в Интернете:   * **Помогите детям понять, что в Сети нужно быть вежливыми с другими пользователями**, не ругаться и не говорить гадости, ведь получать оскорбления в свой адрес неприятно в любой форме. * **Покажите, как правильно реагировать на нападки других интернет-пользователей**, расскажите, почему не стоит вести разговор и спросить с провокатором. Если проблема не решается, можно предложить детям выбрать другой интернет-ресурс и удалить текущий аккаунт со всеми личными данными. * **Если все-таки произошла ситуация, что ваш ребенок стал жертвой интернет-травли,** помогите ему решить проблему. Многие форумы, сайты и соцсети оснащены функцией блокировки провокатора. Также вы можете обратиться в службу поддержки сайта, объяснив им ситуацию, и попросить удалить страничку. * **Расскажите детям, что кибербуллинг нельзя применять в любом виде, будь то клевета,** угрозы или простое хулиганство. * **Постарайтесь время от времени интересоваться действиями детей в Сети.** Наблюдайте за их эмоциональным состоянием после пребывания в интернете.   **Запомните!!! *Если слон поставил ногу на хвост мыши, и вы говорите, что вы нейтральны, мышь не оценит ваш нейтралитет*** |
| **Слайд 8** | **4 шага в борьбе с кибербуллингом ученика в соцсетях.**  **Шаг 1. Сообщите о произошедшем представителям социальной сети**  Обратитесь к администратору соцсети с жалобой на провокатора. Они наверняка знают о существовании такой проблемы и помогут разобраться в сложившейся ситуации.  **Шаг 2. Подумайте, кому еще нужно сообщить о ситуации**.  Когда случай оказался гораздо сложнее, и вы, возможно, знакомы с обидчиком лично, то можете обратиться за дополнительной помощью:   * К администрации школы, если вы учитесь вместе с провокатором. * К родителям преследователя. * В отделение полиции.   ***Важно! Если вы обвинили человека по ошибке, это сильно испортит его репутацию, поэтому заранее убедитесь, что вы уверены в правильности своих действий.***  **Шаг 3. Помогите ребенку изменить настройки его профиля в социальных сетях.**  Чтобы защитить ребенка от кибербуллинга, нужно нарушить план обидчика. Не дайте ему связаться с ребенком, снизьте количество конфиденциальной информации о нем в интернете. Для профилактики травли и защиты ребенка нужно выполнять следующие условия:   * **Не выкладывайте в Сеть личные данные**: место жительства и телефонный номер, отключите геолокацию. Если настроить приватность страницы, то можно защититься от нежелательных сообщений и преследователей, сократив общение ребенка до его друзей. * **Кибербуллинга в социальной сети можно избежать, если изменить информацию о своем ребенке**. Например, сменить имя или никнейм, поставить другую фотографию или заменить данные в профиле. Если найти нужный аккаунт стало гораздо сложнее, то вы все сделали верно. * **Создайте новый аккаунт.** Если страницу вашего ребенка взломали или скопировали, то стоит создать для него новую учетную запись. Когда вы закончите, не забудьте рассказать близким для ребенка людям о смене профиля и электронного адреса, чтобы избежать недопонимания.   **Шаг 4. Эмоциональная поддержка ребенка**  Когда ребенок подвергается интернет-травле, он не может справиться с проблемой в одиночку. В этот момент ему нужна поддержка тех, кому он может довериться. Не давите на него и не критикуйте. Выслушайте, расскажите об анонимных службах, которые помогают решать подобные вопросы.  ***Самое главное – своевременно заметить проблему, дать ребенку выговориться, чтобы он не чувствовал себя одиноким. Это подтолкнет его к поиску решения ситуации, даст ощущение уверенности, поможет осознать, что даже с интернет-нападками можно справиться.***  В службу детского телефона доверия нередко обращаются с проблемой кибербуллинга. Несовершеннолетние не знают, как справиться с ситуацией, и переживают из-за того, как отреагирует их семья, если узнает об этом. Дети и подростки могут испытывать целый набор разнообразных чувств, скрытых за состоянием «эмоционального ступора». На самом деле им действительно страшно, поэтому они ищут поддержку, понимание и защиту.  Родители в такие моменты не всегда могут быть рядом физически, определить, почему ребенок ведет себя иначе и готов ли он сразу поделиться с ними своей проблемой. Поэтому, на помощь приходит классный руководитель и специалисты детского телефона доверия, готовые выслушать и предложить выход из ситуации.  В подростковом возрасте особенно важно внимание близких и эмоциональная поддержка. Проявите ее в той форме, которая не будет отталкивать ребенка и вызывать желание закрыться в себе. Помните, что кибербуллинг – это проблема, которую лучше решать вместе.  **Запомните!!!** ***Обидчик злится на жизнь, и у него мало будущего.***  ***Обидчик побеждает только тогда, когда обиженный дает ему победу.*** |
| **Слайд 9**  **(для учителей и родителей)** | **Техники поддержки пострадавшего ребенка**  Отражение чувств позволяет начать разговор, когда ребенок слишком переживает, чтобы рассказать вам о том, что произошло. В этот момент вам нужно определить его эмоции по выражению лица и озвучить ваши догадки. **(«Возможно, тебе сейчас грустно», «Мне кажется, ты обеспокоен»)**.  Эта техника работает даже в случае с кибербуллингом. Важно подобрать правильные слова и назвать чувства в утвердительной форме.  Вопросительные предложения лучше не использовать, так как они менее похожи на сопереживание. Дети ощутят, что учитель понимает их, перестанут бояться конфликтных ситуаций и выражения своих чувств.  Чтобы поддержать ребенка, можно сделать следующее:   * **Признать, что проблема сложная**, но ее можно решить. * **Показать уверенность** в положительной развязке ситуации. * **Дать понять, что вы разделяете с ним проблему** и готовы помочь. * **Обратить внимание на сильные качества** ребенка. * **Принять его таким**, какой он есть. * **Проявить свою заботу** и внимательность. * **Отметить плюсы** сложившейся ситуации.   Сделать это можно следующим образом:   * **Указание на сильные качества ребенка** «Я верю, что ты сможешь преодолеть эти трудности, ведь… (сильная **сторона личности)».** * **Рассмотрение ситуации с лучшей стороны** «Благодаря тому, что произошло, ты смог понять, что…», «Теперь у тебя есть опыт…». * **Разделение проблемы** «Раньше со мной тоже случилась похожая ситуация, когда…», «Мне казалось, что это невозможно решить, но в итоге…».   **Запомните!!! *Обидчик - это социальный хищник, который нападает только на самую слабую добычу, напротив, он показывает, что у него нет возможности противостоять тем, кто сильнее его.*** |
| **Слайд 10**  **(для учителей и родителей)** | **Профилактика кибербуллинга**  Чтобы не допустить развития кибербуллинга, нужно проводить его профилактику в школе: научить детей адекватно реагировать на нападки, выявлять ситуации, где уместно отстаивание своего мнения, а когда лучше не вступать в спор с хулиганом. Стоит также изучить правила поведения в Сети, научить детей брать ответственность за неосторожные или даже агрессивные действия, которые могут обидеть других пользователей, чтобы не стать жертвой интернет-травли.  Многими жертвами издевательства и шантажа в Сети становятся неосторожные пользователи, выкладывающие в открытый доступ личную информацию, фотографии, видео, в которых рассказывается об их жизни. В целях профилактики кибербуллинга должны проводиться специальные мероприятия по интернет-грамотности, где изучаются настройки приватности, установка сложных уникальных паролей для защиты личных страниц от взлома и т.п.  Также, чтобы сократить количество случаев интернет-травли, нужно сообщать о произошедшем провайдерам услуг и администраторам сайтов. Если не удалось заблокировать преследователя и оградить себя от него, то необходимо решать ситуацию вместе с компанией. Заявления пользователей позволяют защитить других людей, найти новые способы решения проблемы.  Покажите детям, как безопасно использовать интернет-ресурсы, постройте с ними доверительные отношения и всегда будьте готовы оказать помощь. Жертвами кибербуллинга может стать кто угодно – интроверты, общительные подростки, студенты и даже начинающие специалисты. |
|  | Закона о кибербуллинге, который предусматривал бы ответственность за плохое поведение в интернете, в России пока нет.  **Административная ответственность**  Наиболее распространенным видом ответственности за кибербуллинг в судебной практике является привлечение к административной ответственности по статье 5.61. Кодекса Российской Федерации об административных правонарушениях (КоАП РФ). Данная статья предусматривает административную ответственность в виде штрафа за совершение оскорбления с использованием информационно-телекоммуникационных сетей, включая сеть «Интернет».  **Уголовная ответственность**  Наиболее применимой нормой уголовного закона по фактам совершения кибербуллинга является **статья 128.1. УК РФ.** По данной статье наказывается клевета, то есть распространение заведомо ложных сведений, порочащих честь и достоинство другого лица или подрывающих его репутацию, совершенная публично с использованием информационно-телекоммуникационных сетей, включая сеть «Интернет».  Наказывается штрафом в размере до пятисот тысяч рублей или в размере заработной платы или иного дохода осужденного за период до шести месяцев либо обязательными работами на срок до ста шестидесяти часов.  Примером подобного противоправного поведения будет являться создание общедоступной группы в социальной сети, мессенджере, создание паблика, аккаунта, сайта и т.д., в которых размещаются выдуманные утверждения оскорбительного характера, унижающие честь и достоинство потерпевшего.  Следует отметить важный процессуальный момент — кибербуллинг наказывается по данной статье уголовного закона только в том случае, когда виновник достоверно осознает, что он распространяет заведомо ложную информацию о потерпевшем.  Кибербуллинг, совмещенный с угрозами потерпевшему убийством или причинением тяжкого вреда здоровью, преследуется по **статье 119 УК РФ.** В этом случае потерпевший должен всерьез опасаться высказанных в отношении него угроз, а не воспринимать их как несостоятельные.  Наказывается обязательными работами на срок до четырехсот восьмидесяти часов, либо ограничением свободы на срок до двух лет, либо принудительными работами на срок до двух лет, либо арестом на срок до шести месяцев, либо лишением свободы на срок до двух лет.  Кибербуллинг, выразившийся в склонении жертвы интернет-травли к совершению самоубийства или в доведении до самоубийства, бескомпромиссно наказывается по статьям 110, 110.1. и 110.2. УК РФ  **Статья 110 Доведение до самоубийства.**  Доведение лица до самоубийства или до покушения на самоубийство путем угроз, жестокого обращения или систематического унижения человеческого достоинства потерпевшего - наказывается принудительными работами на срок до пяти лет с лишением права занимать определенные должности или заниматься определенной деятельностью на срок до семи лет или без такового либо лишением свободы на срок от двух до шести лет с лишением права занимать определенные должности или заниматься определенной деятельностью на срок до семи лет или без такового.  **Статья 110.1. Склонение к совершению самоубийства или содействие совершению самоубийства**   Склонение к совершению самоубийства путем уговоров, предложений, подкупа, обмана или иным способом при отсутствии признаков доведения до самоубийства - наказывается ограничением свободы на срок до двух лет, либо принудительными работами на срок до двух лет с лишением права занимать определенные должности или заниматься определенной деятельностью на срок до трех лет или без такового, либо лишением свободы на срок до двух лет с лишением права занимать определенные должности или заниматься определенной деятельностью на срок до трех лет или без такового.  **Статья 110.2. Организация деятельности, направленной на побуждение к совершению самоубийства.**  Организация деятельности, направленной на побуждение к совершению самоубийства путем распространения информации о способах совершения самоубийства или призывов к совершению самоубийства, -  наказывается лишением свободы на срок от пяти до десяти лет с лишением права занимать определенные должности или заниматься определенной деятельностью на срок до пяти лет или без такового.  Как отмечалось ранее, встречается «разновидность» кибербуллинга, сопровождающаяся взломом принадлежащих жертве аккаунтов в соцсетях, электронной почты, после чего взломщиком для всеобщего обозрения в целях публичного унижения жертвы распространяются материалы личного (интимного) характера. Подобные действия преследуются уголовным законом по статьям 138 и 272 УК РФ, то есть за совершение неправомерного доступа к компьютерной информации, нарушение тайны переписки и иных сообщений.  **Статья 138. Нарушение тайны переписки, телефонных переговоров, почтовых, телеграфных или иных сообщений.**  Нарушение тайны переписки, телефонных переговоров, почтовых, телеграфных или иных сообщений граждан - наказывается штрафом в размере до восьмидесяти тысяч рублей или в размере заработной платы или иного дохода осужденного за период до шести месяцев, либо обязательными работами на срок до трехсот шестидесяти часов, либо исправительными работами на срок до одного года.  **Статья 272. Неправомерный доступ к компьютерной информации.**  Неправомерный доступ к охраняемой законом компьютерной информации, если это деяние повлекло уничтожение, блокирование, модификацию либо копирование компьютерной информации, - наказывается штрафом в размере до двухсот тысяч рублей или в размере заработной платы или иного дохода осужденного за период до восемнадцати месяцев, либо исправительными работами на срок до одного года, либо ограничением свободы на срок до двух лет, либо принудительными работами на срок до двух лет, либо лишением свободы на тот же срок.  Наиболее агрессивная и социально-опасная форма кибербуллинга выражающаяся в высказываниях, обосновывающих и утверждающих необходимость геноцида, массовых репрессий, депортаций, совершения иных противоправных действий, в том числе применения насилия в отношении представителей какой-либо нации, расы, социальной группы, приверженцев той или иной религии квалифицируется как возбуждение ненависти или вражды и преследуется по статье 282 УК РФ.  **Статья 282. Возбуждение ненависти либо вражды, а равно унижение человеческого достоинства.**   Действия, направленные на возбуждение ненависти либо вражды, а также на унижение достоинства человека либо группы лиц по признакам пола, расы, национальности, языка, происхождения, отношения к религии, а равно принадлежности к какой-либо социальной группе, совершенные публично, в том числе с использованием средств массовой информации либо информационно-телекоммуникационных сетей, включая сеть "Интернет", лицом после его привлечения к административной ответственности за аналогичное деяние в течение одного года, - наказываются штрафом в размере от трехсот тысяч до пятисот тысяч рублей или в размере заработной платы или иного дохода осужденного за период от двух до трех лет, либо принудительными работами на срок от одного года до четырех лет с лишением права занимать определенные должности или заниматься определенной деятельностью на срок до трех лет, либо лишением свободы на срок от двух до пяти лет.  Заявление о любом вышеописанном проявлении кибербуллинга подается в правоохранительные органы: прокуратуру, следственный комитет, полицию. Заявителям к описанию сути произошедшего рекомендуется приложить самостоятельно собранные доказательства неправомерных действий, например, скриншоты и распечатки интернет-страниц.  Как следует из представленного анализа правовых норм, уголовный закон предоставляет широкие полномочия по пресечению и уголовному наказанию виновных в совершении наиболее опасных форм кибербуллинга. |